


Users’ profile 

At the startup of the system, users must be authenticated 
in order to access the functions of the program 

There are two levels of authentication 
for each hierarchical level: 
• National Administrator 
• National User 
• Regional Administrator 
• Regional User 
Each of these users can access different 
levels of protection, compilation and 
reporting system 



Access right 

Once authenticated, the system will propose a custom interface depending on the 
rights of access and the level  

There are two levels of authentication for each 
hierarchical level: 
• National Administrator 
• National User 
• Regional Administrator 
• Regional User 
Each of these users can access different compilation 
and reporting level  



Access right 

Once authenticated as an administrator, you can also change or add other users in the 
management of user settings 

 
regional level hierarchical 
administrators can establish 
access for users of their own 
region, the administrators of 
the national hierarchical 
level can determine the 
access of users at the national 
level 



Software protection 

the structure of the system will be protected from changes by 
password protection: structural changes will be implemented 
only by the system design team to preserve the uniformity of 
the system to distribute 

You will not even have direct access to the 
system tables, as these can only be completed 
through the data input forms, since the user 
would not be able to easily distinguish between 
data fields, calculated fields, and scoring fields 


